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Abstract—Most Wireless Sensor Networks (WSNs) applica-
tions require that a large number of low-complexity energy-
constrained sensors forward the sensed information to a sink
node, which gathers, processes and forwards the information
to the end-user. Although, this approach is beneficial for the
sensor nodes, since most of the complexity is delegated to the
sink node, it is also the origin of severe bottleneck effects near to
sink. Having a large number of sensors trying to forward their
data to a single sink node leads to increased traffic intensity,
congestion and increased packet loss probabilities. The key
point in coping with this problem is the medium access control
(MAC) protocols that handle the sensors’ traffic, with respect to
specific performance optimization criteria. Following the general
research trend, which focuses on hybrid contention/reservation
MAC protocols, we present a novel hybrid protocol, which
decides on the access mode to be used, based on the trade-off
between the expected throughput and protocol complexity. The
expected throughput can be predicted by exploiting an analytical
framework grounded on the queueing theory, which evaluates
the performance of both contention based and contention-free
access schemes. Extensive system simulation results validate the
theoretical derivations and the ability of the proposed hybrid
MAC scheme to balance between performance and complexity.

Index Terms—Contention-based MAC, contention-free MAC,
hybrid MAC, queueing theory, throughput, WSN.

I. INTRODUCTION

In typical Wireless Sensor Network (WSN) applications
there are two major type of devices: the sensor nodes, which
collect specific information from the environment, and the
sink nodes that gather this information from the sensors in
order to process and forward it to the end-user. Given the
constraints of sensor nodes, such as the energy efficiency,
cost and complexity, this approach simplifies the tasks of the
sensors, but it also concentrates most of the traffic near the
sink, increasing the chance of bottle-neck effects. This leads
to increased transit traffic intensity, congestion and higher
packet loss probabilities, or equivalently to wasted energy
and bandwidth. As a result, the sensors that are located near
the sink (in the so called intensity region), lose a larger
number of packets and consume significantly more energy
than sensors further away from it, shortening the operational
lifetime of the overall network. Hence, mitigating the negative
consequences of this bottleneck effect is considered as an
important challenge and thus represents the main focus of our
research.

A. Related Work

Due to the particular requirements of WSNs, many chal-
lenges are encountered including resource constraints, node
deployment, topology changes, scalability, unbalanced traffic
etc [1]. An important factor, which highly depends on these is-
sues, is related to the performance of the medium access proto-
col (MAC) that is utilized. In this context three main categories
of MAC protocols can be found, namely contention-based
MAC protocols, (e.g., Sensor-MAC (S-MAC) [2], Timeout-
MAC, (T-MAC) [3], B-MAC [4]), contention-free protocols,
(e.g., µ-MAC [5], traffic-adaptive medium access protocol
(TRAMA) [6]), and hybrid schemes, (e.g., Zebra-MAC (Z-
MAC) [7], Funneling MAC (F-MAC) [8], carrier sensing mul-
tiple access (CSMA)/time division multiple access (TDMA)
[9], [10]). More specifically, focusing on the hybrid approaches
in [8] a hybrid CSMA/TDMA scheme was designed for the
intensity region that is supervised by the sink using on demand
beaconing. In [9], considering a multihop communication sce-
nario, a traffic scheduling strategy is proposed for improving
the network capacity, fairness and packet loss. Finally, in
[10], based on the 802.15.4 standard [11], an adaptive hybrid
CSMA/TDMA protocol was presented, which dynamically
assigns a part of contention access period to TDMA and shares
this period among nodes with more packets in their buffer. A
common observation in all these approaches is that contention-
based access is used for relatively low traffic conditions, while
contention-free slot assignments become dominant as traffic
density increases. However, it is not a trivial task to identify the
switching point between the contention-based and contention-
free access, which optimizes the system performance in terms
of throughput and energy efficiency.

B. Contribution

Our contribution is this area is two fold:
• we provide an analytical framework for evaluating the

performance of contention-based and contention-free ac-
cess schemes, and

• we propose a hybrid access scheme that incorporates the
advantages of both approaches.

More specifically, based on queueing theory, we provide exact
and/or approximate expressions for evaluating the perfor-
mance of the access schemes under consideration, in terms
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Fig. 1. Communication scenario: distributed energy-limited nodes commu-
nicating to a sink.

of packet loss probability and throughput. These expressions
can be found quite useful for predicting the performance of
contention-free or contention-based access schemes and thus
deciding on the more suitable one. Furthermore, based on
these theoretical expressions, a switching criterion between
the contention- and reservation-based access is proposed,
enabling the introduction of a hybrid approach for accessing
the medium.

The remainder of this paper is organized as follows. In Sec-
tion II the network modeling in presented, while in Section III
analytical results for the contention-based and contention-
free access are provided together with some performance
comparison results. In Section IV, a hybrid MAC protocol
is presented and some selected simulated performance results
are given, while in Section V the concluding remarks of this
paper can be found.

II. NETWORK MODELING

We investigate the case where a number of devices are
simultaneously trying to set up a communication link with
the data collector, in an one hop manner, which in our case
will be denoted as the sink (see Fig. 1). We assume that the
wireless communication links between the nodes and the sink
are not subject to errors, which means that every successful
packet reception is perfectly decoded.

The majority of the MAC protocols are based on contention-
free or contention-based access to the medium. In case of
contention-based protocols, the nodes are trying to gain access
to the medium by sensing the channel for activity and if
no activity is detected they initiate a connection procedure.
Based on the fact that no predetermined time slot is assigned
to them, several clear advantages have been identified and
reported, including the simpler implementation, the scalability
and the ability to efficiently handle sporadic traffic. However,
contention-based protocols suffer from collisions, as the traffic
load increases, causing increased latency, more retransmissions
and hence higher energy consumption. In case of contention-
free protocols each node has a pre-assigned time slot, where
only that particular node is allowed to transmit. Hence, a time
division scheme is employed to schedule nodes when they

Fig. 2. M/D/1/K queueing model.

are able to have access to the channel for transmission. The
drawbacks of the scheduled access include tight synchronized
procedures, coordination by a certain node, initialization be-
fore the channel utilization.

In our analysis, we model our system using the M/D/1/K
queuing model with a single server and finite buffer size
at each sensor node, which is in alignment with the low-
complexity requirement of the sensor nodes. The stability of
the model is ensured by assuming small size of data packets,
while control messages are assumed to be sent in extra time
slots [9], [12]. In the M/D/1/K queueing model, with queue
size Qsize packets, the traffic intensity is defined as

ρ =
λ

µ
, (1)

where λ is the rate of the packet arrival process that following
the Poisson distribution and µ represents the service time
which in our case is equal to 1. In Fig. 2, following a similar
approach as in [13], the considered M/D/1/K system model
is illustrated for a tagged node trying to communicate with
the sink. It is noted that for the specific case of one node, the
average throughput, S observed in the sink is equal to

S = λ(1− ploss), (2)

where ploss denotes the packet loss probability and will be
investigated next for various medium access policies.

III. RESERVATION-BASED VS CONTENTION-BASED MAC
PROTOCOLS

In this section, an analytical framework is developed for
evaluating the performance of the reservation and contention-
based MAC schemes, in terms of the expected throughput and
the packet loss probability. The packet loss probability of the
M/D/1/K system can be closely approximated by [14]

ploss =
(1− ρ) gK
1− ρ gK

(3)

where

gK = 1−
Qsize∑
i=0

π
(∞)
i (4)

and K = Qsize+1. In (4), π(∞)
i denote the recursive formulas

for the queue length distribution of an infinite buffer system
and are defined as

π
(∞)
i =


1− ρ, if i = 0

1
1−α0

(
αi−1π

(∞)
0 +

i−1∑
j=1

αi−jπ
(∞)
j

)
, if i > 0

(5)



Fig. 3. Mode of operation of the contention-based access scheme.

where

αi =

{
αi−1 − (λs)i exp(−λs)

i! , if i > 0

1− (λs)i exp(−λs)
i! , if i = 0.

(6)

In (6), s represents the service time s = PacketSize/BW and
in our case it is considered to be constant and equal to 1.

A. Reservation-based MAC

Regarding the reservation-based MAC we assume sensor
nodes with finite buffer size, perfect synchronization between
the sink and the nodes, while hidden nodes do not exist.
Given these assumptions, the packet loss probability and the
throughput can be directly derived from the corresponding
expressions of the M/D/1/K model.

1) Packet loss probability: The loss probability, for each
node, is equal to

plossRes =
(1− ρ) gK
1− gKρ

(7)

2) Throughput: The throughput of reservation-based MAC,
for each node, can be obtained as in (2), using (7), i.e.

SRes = λ(1− plossRes). (8)

B. Contention-based MAC

In the case of the contention-based MAC two distinct cases
are investigated, 1) the case with hidden terminals and 2)
the case without hidden terminals. In both cases the mode
of operation that has been considered is illustrated in Fig. 3.
This mode of operation is based on the fact that all devices
may retain in their memory a small number of variables, such

Fig. 4. System model in case of parallel transmissions.

as the number of backoffs (NB), the backoff exponent (BE)m
the MaxCSMABackoff and the MaxBE. Specifically, NB is
backoff time before attempting to access the medium. Its initial
value is equal to zero and it gradually increases as long as the
medium is sensed active, until it exceeds a maximum value
(MaxCSMABackoff), which results in dropping the packet.
Moreover, BE determines the number of backoff periods that
a device should wait before attempting to access the channel
and in our case is initialized to 1. Finally, MaxBE denotes the
maximum allowed value for BE.

1) Hidden Node Scenario: In this scenario the nodes are
not able to detect transmissions from other nodes due to the
well-known hidden node effect.

a) Packet loss probability: The packet loss probability,
plossCon , for each node, is equal to (3).

b) Throughput: In this scenario, the probability that other
nodes are simultaneously transmitting during the transmission
of the tag node is given by [15]

p = 1− (1− τ)
n−1 (9)

where n is the number of nodes that actively compete for
channel access and τ represents the packet transmission prob-
ability, obtained in our case as

τ = λ(1− plossCon). (10)

Considering the case where the nodes are not able to detect
transmissions from other nodes, due to the hidden node effect,
p also represents the collisions probability and hence using (9),
the throughput can be obtained as

SCon = λ(1− plossCon)(1− p). (11)

2) Non-Hidden Node Scenario: In this scenario, all nodes
are able to detect other nodes’ transmissions, and hence simul-
taneous transmissions, which would result in packet collisions,
can be avoided in all cases. As soon as a node detects that the
medium is busy, it backs off, for a random amount of time, and
then retries. Let us assume that the probability of sensing the
channel as non idle is pni. As stated in the previous section,



0.02 0.04 0.06 0.08 0.10 0.12 0.14 0.16 0.18
0.0

0.2

0.4

0.6

0.8

1.0

 

 

N
or

m
al

iz
ed

 T
hr

ou
gh

pu
t (

S)

Generated Packets (pps)

Scenario 1:  (analytical)  (simulation)
Scenario 2:  (analytical)  (simulation)
Scenario 3:  (analytical)  (simulation)

Fig. 5. Normalized Throughput performances vs the number of generated
packets.

pni = 1 − (1− τ)
n−1, with τ = λ(1 − ploss). Furthermore,

assuming that the probability of discovering the channel non
idle, pni, is approximated by the Poisson distribution with
probability mass function equal to

f (k;λni) = P (X = k) =
λk
ni exp (−λni)

k!
(12)

with X denoting a Poisson RV. Hence, pni ∼= 1− P (X = 0)
and the parameter λni of the poisson-distributed probability
of non idle time can be expressed as λni = − ln(1 − pni).
Therefore, more packets are added to the queue with rate λni

and hence the total arrivals could be closely approximated with

λnew
∼= λ+ λni. (13)

The system model for this scenario can be found in Fig. 4,
where the new effective rate is depicted. For the new approx-
imated arrival rate and considering the system model that is
depicted in Fig. 4, a direct evaluation of the ploss and the
throughput can be obtained.

a) Packet loss probability: The probability of loss is
equal to (3), considering arrival rate λnew.

b) Throughput: The throughput can be easily obtained
using (2) and (13).

Next, the performance of the three previously mentioned
modes of operation are studied in terms of both simulated and
analytical results.

C. Performance Comparison and Observations

Considering a network topology with 8 nodes that are
simultaneously trying to communicate with the sink in an one
hop manner, we investigate the performance of the network
in terms of the normalized throughput (S) both theoretically

(using the previously derived analytical expressions) as well
as via simulations. The system model under consideration
includes three scenarios: contention-based access where a) the
hidden node problem does not exist (Scenario 1) b) the hidden
node problem exists (Scenario 2), c) contention-free access
(Scenario 3). Furthermore, in all cases finite buffer size has
been considered, while for the contention-based case we have
set BE = 1 and MaxBE = 6, which is in alignment with the
low-cost requirement of the sensor nodes. Fig. 5, depicts the
close performance between Scenarios 1 and 3, while in case of
Scenario 2 the throughput is considerable reduced due to the
hidden node problem, which results in high packet collisions.
Furthermore, a close agreement between the simulated and
analytical results is clearly illustrated, while it is noted that the
analytical results for Scenario 1 represent an approximation
and not an exact solution. A useful observation from this
analysis concerns the throughput performance of contention-
free and contention-based access schemes which is quite close
in the case of light and medium traffic conditions. Hence, a
convenient approach is to employ contention-based access as
long as the throughput difference (between contention based
and contention-free) is below a predefined level, in order
to capitalize on the advantages of contention-based schemes.
Moreover, in case that the throughput difference exceeds this
predefined level contention-free access should be preferred. In
other words a hybrid access scheme seems to be the optimum
solution in terms of scalability (when we have low or medium
traffic) and throughput (for high traffic demands).

IV. THE HYBRID MAC PROTOCOL

Following the previous analysis, it becomes clear that the
performance of the contention and reservation-based MAC
protocols can be predicted quite accurately given the network
topology, the total traffic conditions and basic assumptions,
such as the buffer size of the sensors. The goal of that analysis
is to exploit the theoretical results towards a practical hybrid
protocol, which will be able to choose the appropriate access
mode. The basic concept underlying the proposed protocol is
the utilization of a contention-based MAC as the default access
scheme, unless the performance in terms of throughput falls
below a predetermined value. Without loosing the generality
of our approach we have assumed independent and identical
distributed generated traffic by all the nodes, which results to
an identical data arrival rate, λ, for all nodes.

A. Mode of Operation

The scope of this hybrid protocol is to handle in an optimum
way the heterogeneous traffic demands that may occur in
a WSN. For instance, in case of light traffic conditions a
simple contention-based access protocol could be utilized,
while as traffic gradually increases a contention-free scheme
would be preferable in order to maintain the performance.
In this sense, we propose a hybrid access protocol with the
mode of operation provided in Fig. 6. As it is depicted in
this figure in case that the switching criterion is above a
predefined threshold our algorithm employs contention-based



Fig. 6. Mode of operation of the proposed hybrid access scheme.

access, otherwise it switches to contention-free access for
improving the performance. The switching criterion selected
that has been found to optimize the throughput is

Switching criterion =
SCon

SRes

. (14)

The throughput performance results can be theoretically eval-
uated (predicted) at the sink using the previous derived ana-
lytical expressions and the corresponding value of λ, which,
as mentioned previously, is considered to be identical for all
nodes trying to communicate with the sink. This value for λ
can be communicated to the sink whenever there is a consid-
erable variation in the generated traffic, using a few reserved
bits in the data packets. Moreover, assuming a threshold value
that is equal to 0.9, yields the following operation mode: if
the theoretically evaluated performance for the contention-
based access scheme throughput is more than 90% of the
corresponding performance of the contention-free access, the
proposed scheme should operate as a contention-based one,
otherwise it should switch to a contention-free one. Hence, us-
ing such an approach a near optimum throughput performance
is guaranteed, whilst depending upon the requirements, e.g.,
increased demands for the throughput, this threshold could be
modified accordingly.

B. Results and Discussion

The simulation setup includes a star network topology with
8 nodes that are simultaneously trying to communicate with
the sink node (in a one-hop way), utilizing either a contention-
based, or a contention-free or the hybrid access protocols.
In all cases we assume Poisson generated traffic and small
buffer sizes for all nodes, no hidden nodes, while for the
contention-based case the following assumptions have been
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Fig. 7. Normalized Throughput performance vs number of generated packets.

made: BE = 1 and MaxBE = 7. In Fig. 7, the normalized
throughput is plotted as a function of the generated packets
for three cases, i) contention-based access ii) contention-free
access, and iii) hybrid access. In this figure it is illustrated
that for low traffic conditions, the contention-based and the
contention-free protocols provide similar performances and
hence there is no sense to employ the contention-free access
scheme, since it may add overhead to the system. On the
other hand, as the traffic increases the performance difference
between the two protocols increases and thus clear benefits of
contention-free access are arising. In this context, the hybrid
approach, using the proposed criterion for mode switching,
stays as much as possible in the contention-based access, i.e.,
until the throughput performance loss exceeds 10%, and after
that threshold point is exceeded, a contention-free period is
initiated for the devices. It is noted that in the same figure and
for comparison purposes, the corresponding average delay (in
slots) for each access scheme is also depicted.

V. CONCLUSIONS

In this paper we investigated the access problems that
arise when a number of low-complexity energy-constrained
sensors simultaneously forward their data to a sink node.
In order to gain insight into the problem, we first proposed
a theoretical analysis, based on queueing theory, for eval-
uating the performance of contention-based and contention-
free MAC mechanisms in terms of throughput and packet
loss probability. Capitalizing on the results of this analytical
approach we presented a novel hybrid protocol, which decides
on the MAC protocol to be used, based on the trade-off
between the expected throughput and protocol complexity.
It was shown that the more efficient solution would be to
utilize a contention-based MAC as the default access scheme,
unless the performance in terms of throughput fails below a
predetermined value. System simulation results validate the



theoretical derivations and the ability of the proposed hybrid
MAC scheme to balance between performance and complexity.
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